Leveraging Corporate Security for Business Growth and Improved Performance: The Transformative Effect of 9/11

CEOs are expecting more from their security functions and chief security officers (CSOs). The security function’s role in the post-9/11 era is now, more than ever, a business one. It is integral to business growth and to meeting critical business challenges. Moreover, enlightened business leaders recognize the value of the security function as fundamental to the business process. No longer an afterthought, security has become a core function, embedded in disciplines like finance, law, human resources, quality, supply chain, marketing, and operations.

The Security Function Transitions to Tomorrow’s Environment

Having evolved rapidly into a value-added function, security is, and will continue to be, a critical strategic player. Today, it’s not just about security, but, rather, business and security, with CSOs acting as partners across functions and business units at the early planning and budgeting stages to identify risk and optimize costs.

As new generations make their mark in the workplace, the traditional notion of a security professional continues to be challenged. Even with the many positive changes that have already taken place, senior management must ensure that security executives do not revert to “what was,” but continue to focus on “what is” (Table 1).

<table>
<thead>
<tr>
<th>What was</th>
<th>What is</th>
</tr>
</thead>
<tbody>
<tr>
<td>Reactive</td>
<td>Pro-active</td>
</tr>
<tr>
<td>After-the-fact executor</td>
<td>A voice in strategy</td>
</tr>
<tr>
<td>Business preventer</td>
<td>Business enabler</td>
</tr>
<tr>
<td>Cost center</td>
<td>Value add</td>
</tr>
<tr>
<td>Skill set focused on security issues</td>
<td>Business acumen</td>
</tr>
<tr>
<td>Security jargon</td>
<td>Communicator/business language</td>
</tr>
<tr>
<td>Silos</td>
<td>Network builder</td>
</tr>
<tr>
<td>Security for security’s sake</td>
<td>Integrated with the business</td>
</tr>
<tr>
<td>Focused on operations, not people</td>
<td>Personnel developer/manager</td>
</tr>
<tr>
<td>People just like me</td>
<td>Diversity of thought and skills</td>
</tr>
</tbody>
</table>
Corporate Security: Meeting Business Challenges in 2012 and Beyond

For U.S. CEOs responding to The Conference Board CEO Challenge® 2012 survey, their biggest challenges reside outside the corporate walls. They cite Government Regulation and Global Political/Economic Risk as their top two challenges, followed by Innovation, Human Capital, and Cost Optimization—all of which are connected to the growth chain and link directly back to the security function.

With globalization comes increased scrutiny of the corporate operating environment, vast information flows, and the demand for transparency across new markets and geographies. As a result, to be effective and relevant, security leaders must continue to develop their business acumen and risk management skills.


From September to December 2011, CEOs were asked to rank order the top three challenges they anticipate their companies will face in the coming year. The 776 responses were weighted according to their portion of global GDP. Only two challenges ranked in the top five in all three regions: Global Political/Economic Risk and Innovation.

Innovation and Human Capital Top the Global Challenge List

Regional ranking differences reflect unique local business environments.

<table>
<thead>
<tr>
<th>Rank</th>
<th>Global n=776</th>
<th>United States n=248</th>
<th>Europe n=158</th>
<th>Asia n=259</th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
<td>Innovation</td>
<td>1</td>
<td>3</td>
<td>2</td>
</tr>
<tr>
<td>2</td>
<td>Human capital</td>
<td>2</td>
<td>4</td>
<td>7</td>
</tr>
<tr>
<td>3</td>
<td>Global political/economic risk</td>
<td>3</td>
<td>2</td>
<td>1</td>
</tr>
<tr>
<td>4</td>
<td>Government regulation</td>
<td>4</td>
<td>7</td>
<td>3</td>
</tr>
<tr>
<td>5</td>
<td>Global expansion</td>
<td>5</td>
<td>10</td>
<td>T4</td>
</tr>
<tr>
<td>6</td>
<td>Cost optimization</td>
<td>6</td>
<td>5</td>
<td>T4</td>
</tr>
<tr>
<td>7</td>
<td>Customer relationships</td>
<td>7</td>
<td>6</td>
<td>3</td>
</tr>
<tr>
<td>8</td>
<td>Sustainability</td>
<td>8</td>
<td>6</td>
<td>8</td>
</tr>
<tr>
<td>9</td>
<td>Corporate brand and reputation</td>
<td>9</td>
<td>8</td>
<td>8</td>
</tr>
<tr>
<td>10</td>
<td>Investor relations</td>
<td>10</td>
<td>10</td>
<td>9</td>
</tr>
</tbody>
</table>

N=Number of overall responses. The response rate varies for each challenge. T=Tie.

Government Regulation

Government oversight and regulation is growing in all regions of the globe, placing new demands on leaders. The ability to influence policy anywhere in the world is becoming even more important.

The security function plays a key role in educating staff about the practical implications of complying with such legislation as the Foreign Corrupt Practices Act, the UK Bribery Act, and the UK Corporate Manslaughter and Corporate Homicide Act.¹

In this role, security is an effective partner with the legal, compliance, and risk management functions to identify risk and sensitize employees to the legal and cultural pitfalls of doing business in different cultures, especially in emerging markets.

On a macro level, the security function, if properly aligned with business goals and strategies, provides a critical perspective on influencing public and government policy and regulations that affect company employees and assets. This is especially true in developing markets, where large multinational corporations can have significant influence on the formulation of security-related issues, such as the enforcement of intellectual property rights.

Also, with the proliferation of global security standards from associations and industry groups (which your security function should be influencing), effective, proactive self-regulation can improve corporate reputation, mitigate risk, and level the competitive playing field in a given geography.

A multinational corporate consortium in hi-tech manufacturing contributed to the updating of an espionage statute in an Asia-Pacific country.

One financial services firm recognized the added value that security could play in influencing potential legislation and government regulation and includes its CSO as a standing member of its public affairs committee.

Global Political/Economic Risk

Every business, regardless of location or industry, deals with risk, ranging from big-picture strategic challenges to day-to-day financial, transactional, and operational risks. The security function plays a critical role in identifying and mitigating risks that are sometimes overlooked or undervalued.

With the expansion of risks in a post-9/11 world, a partnership between the security function and enterprise risk management (ERM) is essential. ERM’s responsibility for developing a holistic view of all significant risks facing an organization requires the security function’s full participation.

Enterprise Security Risk Management

While traditional ERM embraces a wide range of strategic and financial issues, these programs often neglect to look closely enough at asset protection, IT security, cyberterrorism, and crime. An emerging concept, enterprise security risk management (ESRM) addresses precisely those sorts of risks and integrates with ERM. ESRM uses traditional ERM methodologies and practices to coordinate risk assessment and mitigation across the enterprise and includes the full range of security risks from asset protection to brand protection.

A Role in M&A

In visionary organizations with fully integrated security functions, security professionals (working with the legal and finance functions) are members of the business team, performing due diligence in advance of a global merger, acquisition, or divestiture. Security’s value is not just in conducting physical assessments, but now includes integrity checks, compliance, ethics, and reputation—all areas where security brings much to the table.

In one financial services company, security is actively advancing the ERM function, assessing over-the-horizon security risks relative to the Arab Spring and their implications for business performance.

A security function that embraces an organization’s business goals and strategies can play an important role in shaping policy and public regulations, thus maintaining a competitive edge and a fair playing field.

¹ Among other things, the Foreign Corrupt Practices Act (FCPA), a U.S. federal law, and the UK Bribery Act prohibit the bribing of foreign officials for business gain. The UK Manslaughter Act states that gross failures in the management of health and safety, causing death, will be liable to prosecution as corporate manslaughter.
**Innovation**

Security’s role in many organizations is being challenged by significant changes in technology, business innovation, and transformational workplace dynamics. While protecting and supporting a company’s innovation efforts is an important part of the security function, integrating security early into these processes will speed time to market and yield a competitive advantage.

A major business consulting firm, with challenges in attracting the best and brightest new talent has formed a cross-functional team, including security, to create safe and secure collaborative workspaces essential to innovative thought and synergy.

Security needs to be aligned with the innovation principles within a company and be involved early in R&D to create a competitive advantage.

**Human Capital**

If people truly are an organization’s greatest asset, the Human Capital challenge so highly rated by CEOs is an essential part of the CSO’s overall responsibility. If careless or malicious employee behaviors—from ignorance about foreign laws and cultures to outright criminal activity and ethics violations—are many corporations’ greatest potential weakness, then perhaps no other security contribution is as consequential. Today’s security is involved from “cradle to grave” in promoting quality employment practices and enhancing the employment experience. These contributions can be as varied as a pre-hire investigation to the evacuation of employees in a remote location affected by human or natural disaster.

Some examples of effective security operations that bring value to the business:

- Complementing HR hiring priorities with key ethical attributes.
- Inculcating security behaviors aimed at protecting the employee and company assets for which the employee is responsible.

**Cost Optimization**

As an integrated member of the executive team, the CSO understands and conveys the hidden risk transference accompanying otherwise seemingly cost-conscious decisions. On an individual basis, business-savvy security professionals understand budget dynamics, accept the reality of finite dollars, and develop sound strategies to bolster the business.

A decision by a business unit to cut transportation costs by going with a lower-tier company (that may not have the same established security procedures of a higher cost competitor) is problematic. The hidden costs may create a false economy and actually increase the risk profile of the company and its people—which has a potential negative impact on insurance and associated premiums.

By being innovative, identifying unnecessary risk, improving processes, and working across functions with an enterprise-wide perspective, the security function provides savings and optimizes costs.
Moving Forward: Understanding the Evolving Role of the CSO

Since 9/11, the security function in many organizations has become an integral part of the business process. To further develop the enhanced value of security, senior leaders must set expectations and provide critical support. Ultimately, it is up to the CSO to develop credibility within the organization to spur this progression. Today’s CSOs need to think of themselves as business leaders first, with specialization in security and risk mitigation.

For example, CSOs need to:

- Become enablers of business strategy, not just a function that seems to always say “no.”
- Continue to link security to other functions across the organization.
- Build relationships and networks across business units, geographies, and functions.
- Invest in succession planning that embraces these concepts.

Conclusion: Building a Security-Aware Culture

To help meet the major challenges identified by the The Conference Board CEO Challenge 2012 survey, security needs to be thought of as a core function, working seamlessly across the organization (Figure 2).

- It is up to an organization’s top leadership, including the CSO, to change any lingering perceptions that security is an imposition rather than an essential component of how you do business.
- Business units ultimately own the risk, with security as a critical partner, identifying those risks and developing ways to manage them. In organizations that are on the road to developing a security-conscious culture, security metrics and meeting security standards the security function developed are often a component of performance evaluations and compensation plans.
- In some organizations, executives still overlook the role that security can play in promoting business growth and improving performance. As a result, they are unsure about how to maximize the function’s contribution, and they may not know what type of qualifications and experience work best for a CSO in a world of expanding markets and more complex global risk. Clearly understanding security’s role in an organization and assembling a team with the right diversified skill set are important factors in building a truly high-performing organization.

Figure 2
The security function needs to be well integrated across the enterprise
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